**Seguridad: Keywords**

* Malware → Software malicioso. Programas diseñados con la intención de dañar un dispositivo.
* Ingeniería social → Conjunto de técnicas para obtener información.
* Scam → Estafas a través de medios electrónicos como e-mail o SMS.
* Sniffing → Controlar el tráfico en red de un dispositivo.
* Spoofing → Suplantar la identidad
* Pharming → Redirigir el tráfico de un sitio web a otro sitio web.
* Phising → Realizar estafas a través de técnicas de ingeniería social.
* Password cracking → Adivinar las contraseñas almacenadas en un equipo, usualmente a la fuerza bruta.
* Botnet → Conjunto de robots controlados de forma remota que inundan una red.
* Denegación de servicio → Ataque a un dispositivo para denegar la conectividad a la red a través de la saturación de esta.
* Tabnabbing → Es un tipo de phising. En él se emula la apariencia de una página web con el fin de que el usuario ponga sus datos personales.